SS7/IP SIGTRAN Intel® NetStructure™ SG430 Signaling Gateway





Features and Benefits





SS7-to-IP interworking using open standards


Simultaneous support for multiple SS7 variants — ANSI/ITU/ETSI/JAPAN


Multiple interface formats — E1/T1/V.35


Supports connectivity to SIGTRAN-compatible application servers


Ideal for SS7 over IP offload applications


Advanced routing capabilities


Enables multi-host distributed application server systems


Signal transfer point (STP)-like operation


Dual redundant hot-swap power supply option 


High performance in 2U form factor


SS7/SIGTRAN application server software also available





Applications





Mobile short messaging/location-based services


Distributed switch


SS7 long haul and offload


GPRS integration


IP telephony gateways


Intelligent networking SCP


IP-based application service provider


Overview


The Intel® NetStructure™ SG430 Signaling Gateway is a key building block in the new generation of networks and service platforms. As well as supporting standards-based protocols and architectures, the gateway includes a set of features for increasing system reliability, maintainability, and efficiency.





The SG430 Signaling Gateway interfaces to both Signaling System 7 (SS7) and Internet protocol (IP) networks, letting SS7 information be carried to and from IP-based applications such as softswitches and mobile network elements. It lets these applications be distributed over multiple platforms, creating scalable and resilient networks. Routing algorithms do not simply re-create SS7 links and linksets in the IP domain, but form the foundation of advanced distributed service platforms. The gateway uses Internet Engineering Task Force (IETF) SIGTRAN protocols, ensuring interoperability with third-party equipment. 





The flexibility and control the SG430 Signaling Gateway provides makes it ideal for a range of call control and transaction-based applications. This gateway can be used for creating wireless and intelligent networking systems, IP telephony gateways, and for expanding SS7 bandwidth on existing networks. The gateway uses SIGTRAN’s Stream Control Transmission Protocol (SCTP) and adaptation layers to transparently carry SS7 traffic through IP networks to remote applications or between gateways. The SG430 Signaling Gateway handles management interworking, such as monitoring and reporting of route availability between the IP and SS7 domains.





As a new range of services and architectures are deployed on existing networks and new data-centric networks are rolled out, standards-based and network-grade systems are required. The SG430 Signaling Gateway combines mature SS7 software and hardware, interoperable SIGTRAN protocols, and powerful features for control over both networks.





The SG430 Signaling Gateway is designed to operate on a managed wide area network (WAN) infrastructure


Applications


The SG430 Signaling Gateway may be deployed in a wide variety of application scenarios and environments. The form factor and hardware features make the gateway ideal for the public network and other environments where reliability is key. The system is ideal for a wide range of SS7/IP applications.


Mobile Short Messaging/Location-based Services
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Combined with GSM-MAP/TIA-41 and SIGTRAN software, or another SIGTRAN compatible application server, the SG430 Signaling Gateway can be used to create advanced mobile short messaging or location-based services. Message routing and SS7 link management for distributed IP hosts is provided by the system. This allows highly scalable and reliable systems to be constructed using low-cost components. It also provides an ideal component for integrating Web, email, and other data services into a traditional 2G network.


Distributed Switch
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Using the SG430 Signaling Gateway to provide signaling connectivity, a distributed switch may be built. This lets signaling gateways, media gateways, and the call control platforms be located wherever is most efficient. This may replace expensive monolithic transit switches with distributed, scalable, and more cost-effective IP-based systems.


SS7 Long Haul and Offload
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Two SG430 Signaling Gateway systems can enable use of low-cost, high-bandwidth IP links for reliable SS7 messaging. SS7 networks originally dimensioned for basic call control applications are becoming overloaded by new revenue-creating services like short messaging and intelligent networking. In order to quickly and efficiently add bandwidth, the SG430 Signaling Gateway can use IP data networks for reliable SS7 transport. The SG430 Signaling Gateway includes two Ethernet ports per gateway to allow for resilient network design.


GPRS Integration
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The addition of general packet radio service (GPRS) integration for mobile networks (also known as 2.5G) to global system for mobile communications (GSM) systems requires the overlay of reliable bearer and management IP to existing circuit switched networks. The SG430 Signaling Gateway provides an effective route for consolidation by transmitting the SS7 signaling over IP or standard time division multiplex (TDM) links as required. This lets operators add GPRS service to existing networks for significantly lower total cost of ownership. It also provides opportunities to consolidate further, as SS7 links may be replaced by IP links as opportunities arise.


IP Telephony Gateways
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The SG430 Signaling Gateway is an ideal component for the creation of PSTN/VOIP gateways. The SG430 Signaling Gateway interconnects to SIGTRAN/SS7 compatible softswitches to provide consolidated SS7 connectivity using a completely standards-based approach. This is ideal for ensuring scalability and vendor independence, as more units and other vendor equipment may be added if required.


Intelligent Networking Service Control Point (SCP)
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IP-based entities may query SS7 databases through the SG430 Signaling Gateway or vice versa. For example, a single database can be maintained while networks are migrated to IP. This database could be located in either network, with the SG430 Signaling Gateway providing seamless interoperation.


IP-Based Application Service Provider
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Applications service providers can use the SG430 Signaling Gateway to build distributed platforms running multiple services for existing networks. Applications server processes each fully run several services, and use gateway routing information to process calls in a particular context. This lets an application service provider (ASP) present separate configuration information and status for different “virtual” application servers on a single distributed system.


Intelligent Message Routing/Parameter Manipulation
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The SG430 Signaling Gateway supports standard SIGTRAN-based and SS7 routing capabilities. It also allows for more complex custom routing to give more flexibility and control in real-world network deployments. Combined with SS7 message parameter manipulation, this can solve many problems with incompatible networks or equipment. It also lets powerful and innovative services be created that require more sophisticated handling of messages without the need for extra equipment.





The SG430 Signaling Gateway may route messages to IP hosts based on a wide variety of parameters, including originating point code, destination point code, originating network, service indicator, and integrated services digital network user part/telephone user part (ISUP/TUP) carrier identification code (CIC). 


Application Server Software


A complete suite of protocol software may also be provided to complement the SG430 Signaling Gateway. This includes SIGTRAN SCTP and adaptation layers such as the MTP3-user adaptation layer (M3UA), along with standard SS7 user part software such as ISUP, mobile application part (MAP), or intelligent network application part (INAP). Standard configuration and messaging interfaces, along with Global Call software, allow easy migration for existing systems and a highly flexible and powerful interface for creating new advanced services.





This combination of signaling gateway and application server software based on Intel® NetStructure™ SG430 Signaling Gateway architecture lets complete signaling applications be constructed in a scalable, resilient, and cost-effective manner. With a wide range of SS7 protocol variants supported and interoperable SIGTRAN protocols, the SG430 Signaling Gateway and application server software may be deployed worldwide interoperating with multiple vendors seamlessly.


System Resilience
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A pair of 2U gateways may be run in dual active/active operation, taking advantage of resilient SS7 architecture. In this configuration, each signaling gateway operates independently, cooperating with the other to maintain status awareness. Under normal operation both signaling gateways share the load and contribute actively to system throughput. In the event of a major failure of one of the signaling gateways, the remaining unit takes over the full load maintaining the service at all times.





The connected IP hosts may act as discreet application server processes making up a single distributed application server. This lets systems be scaled as necessary and is also designed for N+1 load-sharing or fail-over capability.





The pair of signaling gateways may also operate as one point code for high availability of an SS7 node. Each gateway includes two Ethernet ports. Both ports may be used for management, traffic, or a combination of both for maximum resilience and flexibility.





This combination of hardware and software features gives a very high level of fault tolerance without the need for complex application management.


Operations, Administration, and Maintenance


The SG430 Signaling Gateway supports standard operations, administration, and maintenance (OA&M) interfaces, including signaling network management protocol (SNMP), allowing easy integration into automated/centralized management systems.


Statistics Gathering


The SG430 Signaling Gateway supports the collection of statistical data for protocol layers and system operation. Traffic measurements provide statistics allowing close and accurate monitoring of link utilization**, traffic volume, and system performance. This data may be requested through the OA&M interfaces or reported periodically to a remote data center. Critical data can be maintained within the unit in non-volatile storage.


Configuration


Configuration is performed using either of the two local terminal ports or remotely over a large area network/wide area network (LAN/WAN) using transmission control protocol/Internet protocol (TCP/IP; Telnet). Configuration parameters can be modified dynamically without impacting ongoing normal operation in other parts of the unit, and once entered, new parameters take immediate effect. All configuration data is stored internally in non-volatile memory, and in the event of a power outage, the unit will automatically restart and resume full operation using the current configuration parameters on restoration of the power.


Alarms


Status commands let the user interrogate the current operating state of all internal modules. An internal alarm log maintains a history of the occurrence and clearing of all recent alarm conditions and can be viewed from any management interface. The user can freely configure the class of each alarm event to cause it to activate one of three alarm relays (designated Minor, Major, and Critical) that would normally be cabled to the alarm panel in the network management center. Pulse code modulation (PCM), signaling, or system alarms are indicated by light-emitting diodes (LEDs) on the front panel. All alarm events can optionally be reported as they occur to a remote management center over TCP/IP using the Remote Data Center or SNMP.


Remote Data Center


The Remote Data Center capability lets several types of management data be automatically transferred to one or more computers at remote locations. Usage records, message failures, and alarm events are all transferred as they happen, while traffic measurements are generated periodically at user-configurable intervals. All data transferred to the Remote Data Center is in comma delimited (CSV) format text files, permitting easy import into spreadsheet or database applications for post processing.





The Remote Data Center feature also lets information be uploaded onto the unit from the remote site. Configuration information may be prepared offline and loaded dynamically from the remote location without impact on operation. Software updates can also be performed remotely without any need for a site visit.


SNMP


In addition to the comprehensive management facilities already provided, the unit supports an SNMP interface allowing monitoring from a remote SNMP management station.


Signaling Capabilities


Connect directly to up to 12 adjacent TDM-based point codes


Connect indirectly (via Signaling Transfer Points [STP]) to up to a total of 256 TDM-based point codes


Simultaneously connect to four different SS7 networks, each using either American National Standards Institute (ANSI), Telecommunications Standards Section (ITU-T), and Japanese Message Transfer Parts (MTP)


Fully flexible operation for 14-, 16-, and 24-bit point code sizes, simultaneously


Configurable data rate (56 or 64 kbit/s) and error correction mode (basic or PCR)


SCTP associations to 32 other signaling gateways for highly meshed networks


SCTP associations for 200 application server processes





Technical Specifications**


Intel® NetStructure™ S�G430 Signaling Gateway


Capacity


Slots per chassis	3


Physical links per unit	


     T-1/E-1	Up to 6


     V.11 (V.35 compatible)	Up to 6


SS7 links per unit	Up to 12


SS7 linksets per unit	Up to 12


Maximum throughput	3,000 MSU/s


Hardware


LAN interface	2 x 10/100 MB Ethernet


Line interface: CEPT E-1 (balanced)	


          Electrical 	120 Ohms


          Connector	RJ-45


          Bit rate	2.048 Mb/s


Line interface: T-1	


          Electrical 	100 Ohms


          Connector	RJ-45


          Bit rate	1.544 Mb/s


Line interface: Serial	


          Electrical 	V.11 (V.35 compatible)


          Connector	D-type (26-pin high density)1


          Bit rate	4.8 Kb/s to 64 Kb/s


Power


DC supply	–38 Vdc to –75 Vdc (nominal –48 Vdc to –60 Vdc)


AC supply	100 Vrms to 127 Vrms 


	200 Vrms to 240 Vrms 


Frequency	47 Hz to 63 Hz


Maximum power	250 W fully equipped


Physical Dimensions


Enclosure	2U high, front mounting in a standard DIN 41494 (19 in./482.21 mm) rack


	All cabling is at the rear


	Height: 3.5 in. (89 mm)


	Width: 17.5 in. (445 mm)


	Depth: 20 in. (508 mm)�


Environmental


Operating temperature	+5° C to +40° C


Storage temperature	–40° C to +70° C


MTBF


Bellcore* Method @ 40( C	35,900 hours (1 signaling card and single psu configuration).


Safety and EMC Certifications �


For specific country approval designation, see the Intel Communications Systems Products Global Product Approvals listing on the Intel Web site or contact your Intel technical sales representative.


Software


Host system requirements	Microsoft Windows* 2000, Microsoft* Windows NT*, Linux*


Model Names


SG430A4D	Signaling Gateway, AC, 4 SS7 Links, 2U


SG430A8D	Signaling Gateway, AC, 8 SS7 Links, 2U


SG430A12D	Signaling Gateway, AC, 12 SS7 Links, 2U


SG430D4D	Signaling Gateway, DC, 4 SS7 Links, 2U


SG430D8D	Signaling Gateway, DC, 8 SS7 Links, 2U


SG430D12D	Signaling Gateway, DC, 12 SS7 Links, 2U





1 V.35 connector is a single, high-density connector. Customer-supplied cable breaks out individual ports. Alternatively, Intel can supply a break-out cable to convert from the high-density D to two 15-way D-types (DB-15).





To learn more, visit our site on the World Wide Web at www.intel.com
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